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This legislation allows consortiums 

like UTSAs to work more closely with 
DHS to address cybersecurity risks and 
incidents at the State and local level. 
This collaboration will bolster our 
cyber preparedness and keep us one 
step ahead of cyber attackers. 

Mr. Speaker, again I would like to 
thank the Homeland Security Commit-
tee’s leadership for their partnership 
on this legislation and also all of the 
staff, both Republican and Democratic, 
who helped bring this to the floor. 

Mr. RATCLIFFE. Mr. Speaker, I re-
serve the balance of my time. 

Mr. THOMPSON of Mississippi. Mr. 
Speaker, I yield myself such time as I 
may consume. 

Mr. Speaker, the inspiration for this 
bill was important work being done by 
the National Cybersecurity Prepared-
ness Consortium, a group of five uni-
versities led by the University of Texas 
at San Antonio that has helped to raise 
cyber preparedness at the State and 
local level by evaluating communities, 
cybersecurity postures, and providing 
them with a roadmap to correct defi-
ciencies. 

While this consortium is making an 
important contribution to cybersecu-
rity, there is an enormous need for 
training and technical assistance 
around the Nation. With the enactment 
of H.R. 4743, more institutions will be 
able to partner with DHS to provide 
such critical assistance. 

As such, I urge passage. 
I yield back the balance of my time. 
Mr. RATCLIFFE. Mr. Speaker, I once 

again urge my colleagues to support 
H.R. 4743. 

I yield back the balance of my time. 
Mr. MCCAUL. Mr. Speaker, I rise in support 

of H.R. 4743, the National Cybersecurity Pre-
paredness Consortium Act of 2016. 

This bill allows the Department of Homeland 
Security to work with a cybersecurity consor-
tium to carry out training, technical assistance 
and simulation exercises for State and local 
officials, critical infrastructure owners and op-
erators and private industry. 

The National Cybersecurity Preparedness 
Consortium, based at the University of Texas 
San Antonio’s Center for Infrastructure Assur-
ance and Security, provides research-based 
cybersecurity-related training and exercises to 
increase cybersecurity preparedness across 
the nation. 

Other members of the Consortium include 
the Texas Engineering Extension Service in 
the Texas A&M University system, the Univer-
sity of Memphis, the University of Arkansas 
System, and Norwich University. 

Last December, I helped usher through the 
landmark Cybersecurity Act of 2015. That leg-
islation helps protect our nation’s private sec-
tor and federal networks which are under con-
tinuous threat from foreign hackers and cyber 
terrorists. H.R. 4743 will be a value add in bet-
ter securing the Nation’s overall cybersecurity 
preparedness. 

Locally, first responders and government of-
ficials as well as critical infrastructure owners 
and operators and private industry are 
bombarded with cybersecurity threats in the 
same way as at the federal level. 

Helping organizations working to incorporate 
cybersecurity risk and incident prevention and 

response into State and local emergency 
plans is just one of the elements this bill en-
courages. 

Allowing DHS to work with organizations like 
the Consortium, will ensure more tools are 
available back at home for those working to 
prepare for and combat cyber attacks on a 
regular basis. 

I support this bill and urge my colleagues to 
do the same. 

Ms. JACKSON LEE. Mr. Speaker, I rise in 
strong support of H.R. 4743, the National Cy-
bersecurity Preparedness Consortium Act of 
2016, because it will establish an important re-
source to ensure that private sector entities 
are better prepared to protect against cyber 
threats. 

As a senior member of the House Com-
mittee on Homeland Security, I am well aware 
of the threats posed by cybersecurity 
vulnerabilities, and this bill takes an essential 
step to strengthen domestic cybersecurity. 

H.R. 4743 establishes a National Cyberse-
curity Preparedness Consortium to engage 
academic, nonprofit, private industry, and fed-
eral, state, and local government partners to 
address cybersecurity risks and incidents, in-
cluding threats or acts of terrorism. 

The Consortium may provide training to 
State and local first responders and officials to 
equip them with the tools and skills needed to 
prepare for and respond to cybersecurity risks 
and incidents, including threats and acts of 
terrorism, in accordance with current law. 

I thank both Chairman MCCAUL and Rank-
ing Member THOMPSON for the bipartisan work 
done to bring the bill before the House for 
Consideration. 

I am pleased that during the Committee 
markup of H.R. 4743, two important Jackson 
Lee Amendments were adopted. 

The first Jackson Lee Amendment to H.R. 
4743 establishes metrics as a measure of the 
effectiveness of the National Cybersecurity 
Preparedness Consortium program. 

Having the information provided by my 
amendment to H.R. 4743, will allow the Con-
gressional oversight committees to better plan 
future programs around cybersecurity collabo-
rations that are intended to share knowledge 
on best practices in securing computer net-
works from attack. 

The second Jackson Lee Amendment 
added an additional objective of the bill, a di-
rective that should help participants prepare to 
address continuity of operations. 

This amendment provides a focus for the 
Consortium’s work on the issue of continuity of 
operation, which addresses whether an entity 
can survive a cyber-attack, continue to provide 
information or services during an attack; or the 
likelihood that the time to recovery from a suc-
cessful cyberattack or threat is predictable and 
reasonable. 

Just as the attacks on the morning of Sep-
tember 11, 2001 came without notice so may 
a major cyber-attack. 

In March, of this year, U.S. Attorney Gen-
eral Lynch announced ‘‘wanted’’ notices for a 
group of Iranian hackers the United States be-
lieves are behind a 2013 computer intrusion of 
a small New York dam and a series of 
cyberattacks on dozens of U.S. banks. 

There are many companies offering con-
tinuity of operations services to companies 
large and small with the intent that they will be 
there to support their clients in the event of a 
cyber incident. 

The work of the Consortium should go be-
yond planning to the answering questions re-
garding the operationalization of plans in the 
event of an attack or cyber incident. 

We know that planning is crucial, but we 
must encourage cybersecurity planning to go 
beyond the planning process to understand 
the capacity of an entity’s continuity of oper-
ations plans by looking at continuity of oper-
ations of service providers should an incident 
impact an area or industry. 

I support H.R. 4743, because it provides 
this assurance by providing critical cybersecu-
rity collaboration among experts and industries 
that are essential to critical infrastructure oper-
ations or have a significant economic pres-
ence in our nation’s economy that a cyber-at-
tack would have broad repercussions. 

I ask my colleagues to join me in supporting 
H.R. 4743. 

The SPEAKER pro tempore. The 
question is on the motion offered by 
the gentleman from Texas (Mr. 
RATCLIFFE) that the House suspend the 
rules and pass the bill, H.R. 4743, as 
amended. 

The question was taken. 
The SPEAKER pro tempore. In the 

opinion of the Chair, two-thirds being 
in the affirmative, the ayes have it. 

Mr. RATCLIFFE. Mr. Speaker, on 
that I demand the yeas and nays. 

The yeas and nays were ordered. 
The SPEAKER pro tempore. Pursu-

ant to clause 8 of rule XX, further pro-
ceedings on this motion will be post-
poned. 

f 

DEPARTMENT OF HOMELAND SE-
CURITY STRATEGY FOR INTER-
NATIONAL PROGRAMS ACT 

Mr. RATCLIFFE. Mr. Speaker, I 
move to suspend the rules and pass the 
bill (H.R. 4780) to require the Secretary 
of Homeland Security to develop a 
comprehensive strategy for Depart-
ment of Homeland Security operations 
abroad, and for other purposes, as 
amended. 

The Clerk read the title of the bill. 
The text of the bill is as follows: 

H.R. 4780 

Be it enacted by the Senate and House of Rep-
resentatives of the United States of America in 
Congress assembled, 
SECTION 1. SHORT TITLE. 

This Act may be cited as the ‘‘Department 
of Homeland Security Strategy for Inter-
national Programs Act’’. 
SEC. 2. COMPREHENSIVE STRATEGY FOR INTER-

NATIONAL PROGRAMS FOR VETTING 
AND SCREENING PERSONS SEEKING 
TO ENTER THE UNITED STATES. 

(a) IN GENERAL.—Not later than 180 days 
after the date of the enactment of this Act, 
the Secretary of Homeland Security shall 
submit to the Committee on Homeland Secu-
rity of the House of Representatives and the 
Committee on Homeland Security and Gov-
ernmental Affairs of the Senate a com-
prehensive three-year strategy for inter-
national programs of the Department of 
Homeland Security in which personnel and 
resources of the Department are deployed 
abroad for vetting and screening of persons 
seeking to enter the United States. 

(b) CONTENTS.—The strategy required 
under subsection (a) shall include, at a min-
imum, the following: 
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(1) Specific Department of Homeland Secu-

rity risk-based goals for international pro-
grams of the Department in which personnel 
and resources of the Department are de-
ployed abroad for vetting and screening of 
persons seeking to enter the United States. 

(2) A risk-based method for determining 
whether to establish new international pro-
grams in new locations, given resource con-
straints, or expand existing international 
programs of the Department, in which per-
sonnel and resources of the Department are 
deployed abroad for vetting and screening of 
persons seeking to enter the United States. 

(3) Alignment with the highest Depart-
ment-wide and Government-wide strategic 
priorities of resource allocations on inter-
national programs of the Department in 
which personnel and resources of the Depart-
ment are deployed abroad for vetting and 
screening of persons seeking to enter the 
United States. 

(4) A common reporting framework for the 
submission of reliable, comparable cost data 
by components of the Department on over-
seas expenditures attributable to inter-
national programs of the Department in 
which personnel and resources of the Depart-
ment are deployed abroad for vetting and 
screening of persons seeking to enter the 
United States. 

(c) CONSIDERATIONS.—In developing the 
strategy required under subsection (a), the 
Secretary of Homeland Security shall con-
sider, at a minimum, the following: 

(1) Information on existing operations of 
international programs of the Department of 
Homeland Security in which personnel and 
resources of the Department are deployed 
abroad for vetting and screening of persons 
seeking to enter the United States that in-
cludes corresponding information for each 
location in which each such program oper-
ates. 

(2) The number of Department personnel 
deployed to each location at which an inter-
national program referred to in subpara-
graph (A) is in operation during the current 
and preceding fiscal year. 

(3) Analysis of the impact of each inter-
national program referred to in paragraph (1) 
on domestic activities of components of the 
Department of Homeland Security. 

(4) Analysis of barriers to the expansion of 
an international program referred to in para-
graph (1). 

(d) FORM.—The strategy required under 
subsection (a) shall be submitted in unclassi-
fied form but may contain a classified annex 
if the Secretary of Homeland Security deter-
mines that such is appropriate. 

The SPEAKER pro tempore. Pursu-
ant to the rule, the gentleman from 
Texas (Mr. RATCLIFFE) and the gen-
tleman from Mississippi (Mr. THOMP-
SON) each will control 20 minutes. 

The Chair recognizes the gentleman 
from Texas. 

GENERAL LEAVE 
Mr. RATCLIFFE. Mr. Speaker, I ask 

unanimous consent that all Members 
may have 5 legislative days in which to 
revise and extend their remarks and in-
clude any extraneous material on the 
bill under consideration. 

The SPEAKER pro tempore. Is there 
objection to the request of the gen-
tleman from Texas? 

There was no objection. 
Mr. RATCLIFFE. Mr. Speaker, I 

yield myself such time as I may con-
sume. 

Mr. Speaker, I rise today in support 
of H.R. 4780, the Department of Home-

land Security Strategy for Inter-
national Programs Act, offered by the 
ranking member of the committee, the 
gentleman from Mississippi (Mr. 
THOMPSON). 

This bill would require the Secretary 
of Homeland Security to submit a re-
port to Congress on the Department of 
Homeland Security’s international pro-
grams, including the vetting and 
screening of persons seeking to enter 
the United States. 

b 1745 

The legislation builds off of rec-
ommendations made by the Committee 
on Homeland Security’s bipartisan 
Task Force on Combating Terrorist 
and Foreign Fighter Travel that identi-
fied security gaps which allow jihadists 
to get to and from Iraq and Syria unde-
tected. Specifically, the task force rec-
ommended that U.S. authorities con-
tinue to push the border outward by de-
ploying homeland security initiatives 
overseas. 

The DHS has established several 
international programs that are de-
signed to thoroughly vet and screen 
such individuals before their travel to 
the United States. Through its many 
international programs, the DHS per-
sonnel overseas effectively extends our 
Nation’s borders to increase the secu-
rity of the United States. Expanding 
initiatives like the U.S. Customs and 
Border Protection’s Preclearance pro-
gram or Immigration and Customs En-
forcement’s Visa Security Program 
could help detect and interdict threats 
before they are bound for the home-
land. For example, the Preclearance 
program allows overseas-based CBP of-
ficers to screen all passengers and lug-
gage before a flight takes off for the 
United States. 

The CBP currently has 15 
preclearance locations in six countries, 
including Ireland, Aruba, the Bahamas, 
Bermuda, Canada, and the United Arab 
Emirates. However, the foreign fighter 
threat and travel patterns continue to 
concern immigration and national se-
curity officials. As a result, DHS has 
announced plans to expand 
preclearance operations. 

Other programs, like ICE’s Visa Se-
curity Program deploy specially 
trained agents to diplomatic posts 
worldwide to conduct additional visa 
security screening and quickly identify 
potential terrorists or criminal threats 
before they reach the United States. 
Agents provide an additional level of 
review for persons of special interest or 
concern, review visa applications, li-
aise with host country immigration 
and border security officials, and con-
duct investigations with a nexus to 
U.S. travel and security. The program 
has agents posted at consulates and 
embassies in more than 25 countries, 
with additional plans to expand to ad-
ditional high-risk locations. 

As the Department of Homeland Se-
curity continues to build its inter-
national footprint for these and other 
border security programs, the DHS 

must ensure that the expansion of 
international programs is considered 
with risk, cost, and benefit in mind. 
This bill would require the DHS to re-
port on the specific risk-based goals for 
these international programs to ensure 
that they align with Department-wide 
and government-wide strategic prior-
ities. 

This additional transparency, includ-
ing the costs related to international 
programs, will improve Congress’ over-
sight of these activities. Additionally, 
the Department will be required to 
consider how the deployment of per-
sonnel abroad may impact its domestic 
capabilities as well as to identify bar-
riers for the expansion of international 
programs. 

While international programs pro-
vide tangible national security and 
travel facilitation benefits, the grow-
ing DHS presence overseas should be 
built upon the foundation of a long- 
term strategy that guides the Depart-
ment in the deployment of officers and 
agents in a risk-based manner. 

I am confident that the comprehen-
sive strategy that is required by this 
bill will help ensure that the Depart-
ment is managing these programs ef-
fectively and that Congress has the ap-
propriate insight that is necessary to 
protect the American taxpayers’ in-
vestment in our security. 

I, therefore, urge all Members to join 
me in supporting this bill. 

I reserve the balance of my time. 
Mr. THOMPSON of Mississippi. Mr. 

Speaker, I yield myself such time as I 
may consume. 

I rise in support of H.R. 4780, the De-
partment of Homeland Security Strat-
egy for International Programs Act. 

I introduced H.R. 4780 to require the 
Secretary of Homeland Security to de-
velop a comprehensive strategy for the 
Department’s international programs 
where personnel and resources are de-
ployed abroad for vetting and screening 
persons who are seeking to enter the 
U.S. 

In recent years, the Department has 
expanded its international footprint 
through programs such as the Immi-
gration Advisory Program, the Joint 
Security Program, and the Visa Secu-
rity Program. In fact, presently, the 
Customs and Border Protection has, 
approximately, 800 employees who are 
posted in 43 countries, and the Immi-
gration and Customs Enforcement has 
almost 400 employees in 45 countries. 
DHS personnel who are at overseas lo-
cations perform vital vetting and pas-
senger prescreening activities to en-
sure individuals who are traveling to 
the U.S. do not pose a threat to our Na-
tion’s security. 

Looking ahead, the DHS has an-
nounced plans to expand the 
Preclearance program to 10 new loca-
tions in the coming years, and ICE con-
tinues to expand its Visa Security Pro-
gram to additional visa-issuing posts 
abroad. 

I strongly support these efforts to 
push out our borders through the ex-
pansion of these important homeland 
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security programs. That said, to do it 
right, DHS needs a comprehensive 
strategy to bolster its presence and 
partnerships around the world. My bill 
requires just that. Specifically, it re-
quires the DHS to have a 3-year strat-
egy that includes risk-based goals, 
which is a process to ensure resource 
allocations align with overall Depart-
mental strategic priorities, and a com-
mon reporting framework for personnel 
who are deployed abroad. 

My bill requires the DHS to not only 
take into account where it currently 
deploys resources for these overseas 
screening and vetting programs and 
the number of DHS personnel at each 
location, but also any impacts of these 
overseas activities on domestic oper-
ations, including with respect to staff-
ing at U.S. ports of entry. 

After 9/11, the attempted Christmas 
Day attack in 2009, as well as other 
more recent cases, it is imperative for 
the DHS and its Federal partners to 
bolster the screening and vetting of 
travelers before they arrive at our bor-
ders. My bill will help ensure that the 
DHS has a sound strategy for its efforts 
to do so. 

Mr. Speaker, we face evolving ter-
rorist threats, which include individ-
uals who are attempting to use legiti-
mate forms of travel to the U.S. to in-
flict harm. The DHS personnel who are 
posted abroad perform critical preemp-
tive operations to make sure that trav-
elers who are coming to our country 
are thoroughly screened and vetted. 
H.R. 4780 will help ensure that these 
important international DHS programs 
are utilized in a strategic and effective 
manner to further enhance the security 
of the U.S. 

Before I yield back, I would note that 
H.R. 4780 is a part of a larger legisla-
tive package that I am introducing 
today. Among other things, my pack-
age would authorize significant expan-
sions of critical CBP and ICE overseas 
screening and vetting programs and 
significant new CBP staffing resources 
to support overseas program expansion 
and address domestic staffing short-
ages at U.S. international airports. 

I urge my colleagues to support H.R. 
4780. 

Mr. Speaker, I yield back the balance 
of my time. 

Mr. RATCLIFFE. Mr. Speaker, once 
again, I urge my colleagues to support 
H.R. 4780. 

I yield back the balance of my time. 
Ms. JACKSON LEE. Mr. Speaker, I rise in 

support of H.R. 4780, the ‘‘Department of 
Homeland Security Strategy for International 
Programs Act.’’ 

This legislation directs the Department of 
Homeland Security (DHS) to submit a com-
prehensive three-year strategy for international 
programs in which DHS personnel and re-
sources are deployed abroad for vetting and 
screening persons seeking to enter the United 
States. 

Mr. Speaker, as a senior member of the 
Homeland Security I support this bill because 
the issue of proper vetting and screening proc-
esses’ upon the entry into the country is para-
mount. 

Mr. Speaker, H.R. 4780 directs the Security 
Committee of the Department of Homeland 
Security to use the following strategies to im-
plement this legislation: 

1. A risk-based method for determining 
whether to establish new international pro-
grams in new locations, given resource con-
straints, or expand existing international pro-
grams; 

2. Alignment with the highest DHS-wide and 
government-wide strategic priorities of re-
source allocations on such programs; and 

3. A common reporting framework for the 
submission of reliable, comparable cost data 
by DHS components on overseas expendi-
tures attributable to such programs. 

In developing this strategy the Department 
for health and human services shall secure: 

1. Information on existing operations of DHS 
programs that includes corresponding informa-
tion for each location in which each such pro-
gram operates, 

2. Analysis of the impact of each such inter-
national program on domestic activities of 
DHS components, 

3. The number of DHS personnel deployed 
to each location at which such an international 
program is in operation during the current and 
preceding fiscal year, and 

4. Analysis of barriers to the expansion of 
such an international program. 

There should be a proper vetting and 
screening process for individuals entering the 
country from locations abroad. 

Border security is an evolving process, and 
our legislative process must evolve with it. 

Avoiding recurrences of attacks on the 
homeland such as the 911 attack is a major 
reason entry into the country should be heav-
ily monitored. 

I urge all members to join me in voting to 
pass H.R. 4780. 

The SPEAKER pro tempore. The 
question is on the motion offered by 
the gentleman from Texas (Mr. 
RATCLIFFE) that the House suspend the 
rules and pass the bill, H.R. 4780, as 
amended. 

The question was taken; and (two- 
thirds being in the affirmative) the 
rules were suspended and the bill, as 
amended, was passed. 

A motion to reconsider was laid on 
the table. 

f 

COUNTERTERRORISM ADVISORY 
BOARD ACT OF 2016 

Mr. KATKO. Mr. Speaker, I move to 
suspend the rules and pass the bill 
(H.R. 4407) to amend the Homeland Se-
curity Act of 2002 to establish in the 
Department of Homeland Security a 
board to coordinate and integrate de-
partmental intelligence, activities, and 
policy related to counterterrorism, and 
for other purposes, as amended. 

The Clerk read the title of the bill. 
The text of the bill is as follows: 

H.R. 4407 
Be it enacted by the Senate and House of Rep-

resentatives of the United States of America in 
Congress assembled, 
SECTION 1. SHORT TITLE. 

This Act may be cited as the ‘‘Counterter-
rorism Advisory Board Act of 2016’’. 
SEC. 2. DEPARTMENT OF HOMELAND SECURITY 

COUNTERTERRORISM ADVISORY 
BOARD. 

(a) IN GENERAL.—At the end of subtitle A 
of title II of the Homeland Security Act of 

2002 (6 U.S.C. 121 et seq.) insert the following 
new section: 
‘‘SEC. 210G. DEPARTMENTAL COORDINATION ON 

COUNTERTERRORISM. 
‘‘(a) ESTABLISHMENT.—There is in the De-

partment a board to be composed of senior 
representatives of departmental operational 
components and headquarters elements. The 
purpose of the board shall be to coordinate 
and integrate departmental intelligence, ac-
tivities, and policy related to the counterter-
rorism mission and functions of the Depart-
ment. 

‘‘(b) CHARTER.—There shall be a charter to 
govern the structure and mission of the 
board. Such charter shall direct the board to 
focus on the current threat environment and 
the importance of aligning departmental 
counterterrorism activities under the Sec-
retary’s guidance. The charter shall be re-
viewed and updated every four years, as ap-
propriate. 

‘‘(c) MEMBERS.— 
‘‘(1) CHAIR.—The Secretary shall appoint a 

Coordinator for Counterterrorism within the 
Department who will serve as the chair of 
the board. 

‘‘(2) ADDITIONAL MEMBERS.—The Secretary 
shall appoint additional members of the 
board from among the following: 

‘‘(A) The Transportation Security Admin-
istration. 

‘‘(B) United States Customs and Border 
Protection. 

‘‘(C) United States Immigration and Cus-
toms Enforcement. 

‘‘(D) The Federal Emergency Management 
Agency. 

‘‘(E) The Coast Guard. 
‘‘(F) United States Citizenship and Immi-

gration Services. 
‘‘(G) The United States Secret Service. 
‘‘(H) The National Protection and Pro-

grams Directorate. 
‘‘(I) The Office of Operations Coordination. 
‘‘(J) The Office of the General Counsel. 
‘‘(K) The Office of Intelligence and Anal-

ysis. 
‘‘(L) The Office of Policy. 
‘‘(M) The Science and Technology Direc-

torate. 
‘‘(N) Other Departmental offices and pro-

grams as determined appropriate by the Sec-
retary. 

‘‘(d) MEETINGS.—The board shall meet on a 
regular basis to discuss intelligence and co-
ordinate ongoing threat mitigation efforts 
and departmental activities, including co-
ordination with other Federal, State, local, 
tribal, territorial, and private sector part-
ners, and shall make recommendations to 
the Secretary. 

‘‘(e) TERRORISM ALERTS.—The board shall 
advise the Secretary on the issuance of ter-
rorism alerts pursuant to section 203 of this 
Act. 

‘‘(f) PROHIBITION ON ADDITIONAL FUNDS.— 
No additional funds are authorized to carry 
out this section.’’. 

(b) CLERICAL AMENDMENT.—The table of 
contents in section 1(b) of such Act is 
amended by inserting after the item relating 
to section 210F the following new item: 
‘‘Sec. 210G. Departmental coordination on 

counterterrorism.’’. 
(c) REPORT.—Not later than 90 days after 

the date of the enactment of this Act, the 
Secretary, acting through the Coordinator 
for Counterterrorism, shall submit to the 
Committee on Homeland Security of the 
House of Representatives and the Committee 
on Homeland Security and Governmental Af-
fairs of the Senate a report on the status and 
activities of the board established under sec-
tion 210G of the Homeland Security Act of 
2002, as added by subsection (a). 

The SPEAKER pro tempore. Pursu-
ant to the rule, the gentleman from 
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